AEF

1. different folders issue

Different folders with same name files causes errors, more often with "Always Ask Password" option

AEF解密文件时，会在临时文件夹中生成新文件， 新文件的文件名只考虑了原加密的文件名， 没有考虑其Folder路径。这样不同文件夹下的同名加密文件，在解密后， 会在临时文件夹中生成相同文件名的文件。这些同名文件会互相冲突，导致各种问题。

解决办法：生成临时文件时，将Folder路径也作为临时文件的文件名的一部分，这样就不会冲突了。

1. run single task issue

When start(logon, restart), YGFSMon task runs multiple(we see 3 tasks) and decryption fails

之前出现过这个问题，后来在代码中添加检测代码，当检测到YGFSMon已经启动时，新启动的YGFSMon进程会自动退出。在win7环境中测试，也没有发现YGFSMon多次启动的问题。单步调试证明这段防止重复启动的代码依然有用。

解决方法：在另外一封邮件中， 日本人说猜测是安装脚本的问题。因为安装脚本中，在注册表中两个不同的控制开机自动运行的地方， 都写入了YGFSMon。他们认为这重复了， 会导致YGFSMon重复启动。我已经按照他们说的， 删除了其中一处注册项。

需要他们确认

用户使用的软件是不是最新版本，因为加入保护代码之前的版本确实有这个问题。

能不能提供更详细的信息，例如操作系统，截图，帮助重现问题。

1. context menu issue

Context menu decrypt files inside of AEF causes error but they are decrypted

日本人并未说明error是什么，我只能暂时先代码review。

在代码review过程中， 发现有处代码存在问题。 当用户快速解密多个AEF监控中的文件时，或者操作超大文件时，这个问题可能出现。因为YGFSMon是周期性收集文件操作信息的，这个周期间隔一般很短，除非用户操作了一个超大文件，导致处理时间很长。但不论周期间隔长短如何， 用户都有可能恰好在YGFSMon忙碌加解密文件时，操作多个其他加密文件，导致先打开的文件的操作信息被后来者覆盖掉。这样就会有一个或多个加密文件的操作信息丢失了。因此YGFSMon就不会监视这些加密文件解密后的文件， 用户对这些文件的任何修改都不会被重新加密归档。

解决方法：修改代码，保证操作信息在被YGFSMon收集到之前不会被覆盖掉。

1. modification not saved

2015/8/7 Sorry, I got this today. Sometimes the saved modifications made on files in AEF were not applied to the files, I am asking the customer now

日本人并未说明具体问题是什么， 后续邮件中也没有跟进这个问题。但是问题3“context menu issue”说的那个问题一样有可能会导致这个问题，导致modification丢失。

解决方法：同问题3，修改后测试没有发现任何问题。

假如日本人能够提供更多信息，则再做后续跟进。 例如测试环境是否是windows10；或者用户是双击操作AEF文件还是右键菜单操作AEF文件；或者是不是在处理超大文件等等。

FileEncrypt

1. context menu issue

Context menu sometimes does not appear

无法重现该问题。邮件菜单是写入到注册表中的，一般不会不出现， 除非windows操作系统本身出问题了，或者注册表出现问题。例如用户运行了注册表清理文件， 导致注册表信息被损坏了。这种情况下， 用户重启电脑或者重新安装软件可以解决该问题。

解决方法：不对应。

1. Encryption self extracting archive file feature
2. 功能实现。
3. Convertion tool
4. “only extract current folder only“ function
5. issue：I run again "self extracting", and it seems it can activate "expiration date" only in Option dialog when encrypting.  
   Is this correct behavior? and if so, then why other options, extract time and wrong password limitation are not removed?

Other

1. compatible with older version
2. 安装脚本修改为unicode

安装脚本已经被我修改成unicode格式， 这样方便调试，也能够让安装程序在英语环境中显示正确字符。知会日本人一下，以免他们需要自行修改安装脚本。

1. compatible with Win10

日本人提供的任务列表中， 并未要求Encryption系列compatible with Win10，因此我并未在win10环境中测试。

假如是我理解错误，或者他们确认后需要compatible with Win10，那我再测试。

按照常理，Encryption系列是兼容Win10系列的， 因为并没有调用什么系统api，也不存在权限问题，这些已经解决了。

1. compatible with WinXP

需要日本人确认， 这个版本是否还需要支持XP， 因为假如可能，我想用win10 SDK重新编译软件，这样可以避免Win10下可能出现的兼容性问题和UI错位问题。但是win10的sdk编译出来的软件已经不支持xp系统了。而且现在我也没有时间和可以用的xp系统来测试兼容性了。所以希望他们不要求继续兼容xp了。

1. Working with cloud storage sync folders?

兼容那些可以直接访问文件的cloud storage sync folders。不兼容那些需要通过软件的UI界面才能访问文件的cloud类软件。我用的几个cloud类软件，例如git， svn， 百度云， iCloud都是可以兼容的。

1. 需要翻译的内容：

以上，是这次release的内容。 日本人确认过， 并反馈翻译内容后， 我再发布一个最终版本。